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The Investment Case for Future of Defence Exposure 

Executive Summary 

Historically, the defence sector has been responsible for many ground-breaking technological 
advances, from the internet and computers to drones and GPS. Western nations have invested 
heavily in research and development in order to modernise their defence capabilities, equipping it for 
the future of defence. 

North Atlantic Treaty Organisation (NATO) defence budgets have increased in reaction to heightened 
geopolitical threats such as the Russian-Ukraine conflict and the need to modernise its military 
capabilities. Allied nations agreed upon NATO’s civil and military budget for 2023 at a meeting of the 
North Atlantic Council on 14 December 2022. The civil budget was set at €370.8 million, and the 
military budget was set at €1.96 billion, representing an increase of 27.8% and 25.8% respectively 
over 2022 levels.1 

Even prior to the heightened risk environment due rising NATO-Russian tensions, NATO budgets 
were already spending on modernising their defence capabilities with unmanned, autonomous jets 
and combat vehicles and cyber defence solutions.   

The global defence market is expected to grow at a compound annual growth rate (CAGR) of 5.6% to 
an expected size of $718.12 billion by 2027.2 It is likely that these growth rates will accelerate even 
further to reflect escalated risks associated with the Russia-Ukraine conflict. Similarly, the global 
cyber security market is projected to grow at a CAGR of 8.9% from 2023–2027. The rise of data 
breaches and increasing sophistication of cyberattacks pose a global security threat, driving 
increased adoption of cloud-based cybersecurity solutions.3    

At the Wales Summit in 2014, NATO allies pledged to invest more on defence, targeting 2% of GDP 
by 2024. As a result, over the last three years, European Allies and Canada have spent almost $46 
billion US dollars more on defence.4 Companies with exposure to NATO and NATO+ ally spending 
stand to benefit from increased defence spending goals, the importance of which has been further 
reinforced by rising geopolitical tensions associated with the Russian-Ukraine conflict.  

As cyber-attacks have become more common, sophisticated and damaging, cyber defence has also 
become a rising spending priority for NATO, as it now recognises cyberspace as an “operational 
domain” in addition to land, sea, and air.   

  

 
1 NATO.int, 14 December 2022. 
2 Business Research Company, January 2023, https://www.thebusinessresearchcompany.com/report/defense-global-market-report 
3 MarketsandMarkets, 2022, https://www.marketsandmarkets.com/Market-Reports/cyber-security-market-505.html 
4 NATO,int, 10 May 2022. 
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In this paper, we aim to explore:  

• The history of NATO defence 

• The future of defence and growing importance of cyber defence 

• The growth prospects and investment case for investment in future of defence-
exposed companies 

• Our index methodology and investment approach 

Major Events in the History of NATO 

NATO was formed in 1949 by the United States, Canada, and several Western European nations to 
provide collective security against the Soviet Union. However, according to NATO itself, its purpose 
was part of a broader effort to: 1) deter Soviet expansionism, 2) prevent the revival of national 
militarism in Europe post World War II, 3) encourage the political integration of Europe.   

The aftermath of World War II left much of Europe devastated, and amid those conditions, 
communism—aided by the Soviet Union—threatened elected governments across Europe. 
Ultimately, Western European countries allied to deter Soviet aggression, and after much discussion 
and debate, the North Atlantic Treaty was signed on 4 April 1949. Article 5 of the treaty agrees that 
“an armed attack against one or more of them… shall be considered an attack against them all," and 
that following such an attack, each ally would take "such action as it deems necessary, including the 
use of armed force" in response.  

In 1955, the Soviet Union and its Eastern European client states formed the Warsaw Pact. Europe 
was in a stand-off, symbolised by the construction of the Berlin Wall in 1961, physically dividing East 
from West. During this time, NATO adopted a strategic doctrine of “Massive Retaliation”—if the Soviet 
Union attacked, NATO would respond with nuclear weapons. The intended effect of this doctrine was 
to deter either side from risking attack to avoid mutually assured destruction. The “Massive 
Retaliation” strategy also enabled NATO members and allies to focus on economic growth as 
opposed to military spending.   

In the 1960s, Cold War tensions reignited as Soviet Premier Nikita Khrushchev and US President 
John F. Kennedy narrowly avoided a conflict in Cuba, and American involvement in Vietnam 
escalated. In August 1968, the Soviet Union led an invasion of Czechoslovakia that put an end to a 
period of political liberalisation in that country known as the Prague Spring.  

During this time, US President John F. Kennedy’s strategy of “Flexible Response” sought to replace 
Massive Retaliation’s absolute dichotomy of peace or total nuclear war. Adopted in the wake of the 
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Cuban Missile Crisis, Flexible Response enhanced NATO’s conventional defence posture by offering 
military responses short of a full nuclear exchange in the event of conflict. 

Cold War tensions were revived again by the 1979 Soviet invasion of Afghanistan and the Soviet 
deployment of SS-20 Sabre ballistic missiles in Europe led to the suspension of détente. To counter 
the Soviet deployment, Allies made the “dual track” decision to deploy nuclear-capable Pershing II 
and ground-launched cruise missiles in Western Europe while continuing negotiations with the 
Soviets. The deployment was not scheduled to begin until 1983. In the meantime, the Allies hoped to 
achieve an arms control agreement that would eliminate the need for these weapons. 

Following the ascent of Mikhail Gorbachev as Soviet Premier in 1985, the United States and the 
Soviet Union signed the Intermediate-Range Nuclear Forces (INF) Treaty in 1987, eliminating all 
nuclear and ground-launched ballistic and cruise missiles with intermediate ranges. This action 
signalled the end of the Cold War.   

In November 1989, the Berlin Wall fell, proclaiming a new era of open markets, democracy and 
peace, as emboldened demonstrators overthrew Eastern European Communist governments. But 
NATO endured even in the absence of a Soviet Union foe. In 1991, NATO became the foundation for 
a larger, pan-European security architecture, and the Allies established the North Atlantic 
Cooperation Council in 1991, which was renamed the Euro-Atlantic Partnership Council in 1997. This 
forum brought the Allies together with their Central European, Eastern European, and Central Asian 
neighbours for joint consultations. Many of these newly liberated countries—or partners, as they were 
soon called—saw a relationship with NATO as fundamental to their stability, democracy, and 
European integration. This cooperation also extended southward and in 1994, the Alliance founded 
the Mediterranean Dialogue with six non-member Mediterranean countries: Egypt, Israel, Jordan, 
Mauritania, Morocco and Tunisia, with Algeria later joining in 2000. 

The new cooperation was soon put to the test when the collapse of Communism gave rise to 
nationalism and ethnic violence in the former Yugoslavia. Allies initially hesitated to intervene in what 
was perceived to be a civil war, but the conflict escalated into a war of aggression and ethnic 
cleansing that required collective intervention. NATO carried out a nine-day air campaign in 
September 1995 that played a major role in ending the conflict. In December of that year, NATO 
deployed a United Nations-mandated, multinational force of 60,000 soldiers to help implement the 
Dayton Peace Agreement and to create the conditions for a self-sustaining peace. In 2004, NATO 
handed over this role to the European Union. 

The Yugoslav and other contemporaneous conflicts in the region made it clear that the vacuum left by 
post-Cold War Europe was still a source of dangerous instability. In 1999, Poland, the Czech 
Republic and Hungary took seats as full NATO members. NATO’s experiences in Bosnia and Kosovo 
created debate about NATO’s role in the region as peacekeeper.  
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Before the fall of the Berlin Wall, NATO had been a static organisation whose mere existence was 
enough to deter the Soviet Union. But the modern NATO Alliance was transforming into a more 
dynamic and responsive organisation. Gone was the Cold War doctrine of nuclear retaliation, and in 
its place, the determination to use, after all peaceful means had failed, measured and carefully 
applied force in combination with diplomatic and humanitarian efforts to stop conflict. 

The Concept that followed in 1999, stated that since the end of the Cold War, the world had come to 
face “complex new risks to Euro-Atlantic peace and security, including oppression, ethnic conflict, 
economic distress, the collapse of political order, and the proliferation of weapons of mass 
destruction.” These words would soon prove prescient when on 11 September 2001, terrorists 
attacked the World Trade Centre and the Pentagon.   

In response, for the first time, NATO invoked its collective defence clause, Article 5. Substate actors, 
namely al-Qaida terrorist groups, were to blame. Subsequent attacks, including the Istanbul 
bombings in November 2003, the attack of the Madrid commuter train system on 11 March 2004 and 
the public transport system in London on 7 July 2005, made clear that these violent extremists were 
determined to target civilian populations. 

In the aftermath of the 9/11 attacks, a coalition of countries—including many NATO Allies—militarily 
intervened in Afghanistan in the fall of 2001. The goal of the mission, Operation Enduring Freedom, 
was to deny al-Qaida a base of operation and capture al-Qaida leaders. In December 2001, following 
the overthrow of the Taliban regime, UN Security Council Resolution 1386 authorised the deployment 
of the International Security Assistance Force (ISAF), a multilateral force in and around Kabul to help 
stabilise the country and create the conditions of a self-sustaining peace. In August 2003, NATO took 
over command and coordination of the ISAF. 

In the modern world, Allies have realised that military power alone is not enough to ensure peace and 
stability. In 2014, Russia illegally annexed Crimea, marking the first time since the Cold War that 
tensions escalated between Russia and the West. This of course became the pre-cursor of Russia’s 
invasion on 24 February 2022 of Ukraine. 
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The History of NATO 

Source: EQM Indexes, NATO, Wikipedia 

There are currently 30 NATO member countries (Figure 1) and 18 other countries designated as 
Major Non-NATO Allies (MNNA) under US law (Figure 2) that provides foreign partners with certain 
benefits in the areas of defence, trade and security cooperation. These countries are: Argentina, 
Australia, Bahrain, Brasil, Colombia, Egypt, Israel, Japan, Jordan, Kuwait, Morocco, New Zealand, 
Pakistan, the Philippines, Qatar, South Korea, Thailand and Tunisia. 

Six European Union (EU) members, of which there are 27 countries, are not NATO members: 
Austria, Cyprus, Finland, Ireland, Malta and Sweden. 
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NATO Expansion 

 

Source: EQM Indexes, NATO, U.S. Department of State 

The Future of Defence  

The European Defence Agency (EDA) met in 2021 to hold a Technology Foresight Exercise to help 
identify the future of defence over the next several decades and create a strategic plan and defence 
toolbox to help meet the needs of the future. The exercise yielded a list of 10 future scenarios for the 
future of defence by 2040.5 

1. Software Battlefields - a scenario where software and algorithms will determine military 
missions’ success more than platforms, as the result of disruptive developments and the 
introduction of artificial intelligence (AI), faster communication networks and system-of-systems 
defence solutions. 

 
5 Future military scenarios: evolution or revolution? 15 February 2022, European Defence Agency, https://eda.europa.eu/news-and-
events/news/2022/02/15/future-military-scenarios-evolution-or-revolution 
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2. Space As a Military Domain - all global powers will have a fully established space force 
resulting in opportunities but also in threats and challenges. This scenario will call for the 
establishment of new concept of operations, regulatory frameworks and international 
agreements. 

3. Extended Augmented Reality - the merger of brain-computer interfaces and augmented/virtual 
reality in the battlefield will lead to a pervasive robotisation of the battlefield and the rise of 
(mis)information-driven capabilities. 

4. Dominance of unmanned and autonomous platforms on the battlefield - The extensive 
integration of unmanned platforms in the military domain will trigger major changes to the 
structure and organisation of Defence Ministries, particularly regarding military operational 
doctrine, equipment, acquisition policy and logistics implications. 

5. Hybrid human-machine teaming - there will be a seamless integration and cooperation 
between humans and machines.  

6. Proliferation of more and more sophisticated biological weapons - climate change, global 
migration and the rise of megacities will result in new diseases, natural catastrophes and new 
resistant microbes created by the widespread misuse of antibiotics and other drugs. New 
biohazards stemming from the use of synthetic biology and gene editing technologies will 
emerge, which may be used as bioweapons or biothreats. 

7. Enhanced cognitive abilities of soldiers (human enhancement) - this scenario outlines the 
key impact advances in biotechnology, synthetic biology, gene editing technology and brain-
computer interfaces will have on soldiers as those technologies can be used to enhance human 
beings’ cognitive and physical capabilities. 

8. Real time mapping of dynamic environments - quantum sensing and quantum navigation will 
become increasingly sophisticated, resulting in real-time mapping capabilities of ever-changing 
environments.  

9. Use of misinformation - the misuse of information will become a weapon targeting all 
information systems and enabling a scale of influencing operations challenging the capability of 
nation-states to counter or control. The boundaries between military and civilian domains will 
continue to blur. 

10. Environmental problems, energy supply, and climate change - climate aspects and 
biodiversity will become geo-strategic drivers and subjects of conflicts and confrontations. 
Energy supply, too, will remain a major factor of strategic dominance. From a defence point of 
view, and despite the huge investments made in new energy generation and storage systems, 
energy will remain a critical challenge for most defence systems and operations. 
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Top Ten Defence Scenarios

 
Source: EQM Indexes, The European Defence Agency 

Growing Importance of Cyber Defence 

Based on these predictions, the future of defence will integrate technological solutions such as AI and 
predictive analytics that make cyber defence solutions even more important.   

Cyber defence is recognised as a key component of NATO’s core task of collective defence.6 NATO 
now recognises cyberspace as an “operational domain” in addition to land, sea, and air.   

Allies made a Cyber Defence Pledge in July 2016 to enhance their cyber defence and have continued 
to bolster cyber security as a matter of priority. NATO and the EU are strengthening their cooperation 
on cyber defence, notably in the areas of information exchange, training, research and exercises.  

  

 
6 NATO.int, Cyber Defence, 23 March 2022 
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At the 2018 NATO Summit in Brussels, allies agreed to set up a Cyberspace Operations Centre as 
part of NATO’s strengthened Command Structure. They also agreed that NATO can draw on national 
cyber capabilities for operations and missions. In February 2019, allies endorsed a NATO guide that 
sets out a number of tools to further strengthen NATO’s ability to respond to significant, malicious and 
cumulative cyber activities. NATO is also intensifying its cooperation with industry through the NATO 
Industry Cyber Partnership (NICP).   

At the 2021 NATO Summit in Brussels, Allies endorsed a new Comprehensive Cyber Defence Policy, 
which supports NATO’s core tasks and overall deterrence and defence posture to increase the 
resilience of the Alliance. NATO Cyber Rapid Reaction teams are on standby 24 hours a day to assist 
Allies, if requested and approved.   

Investment Case 

NATO defence budgets have increased in reaction to heightened geopolitical threats such as the 
Russian-Ukraine conflict and the need to modernise its military capabilities. Allied nations agreed 
upon NATO’s civil and military budget for 2023 at a meeting of the North Atlantic Council on 14 
December 2022. The civil budget was set at €370.8 million, and the military budget was set at €1.96 
billion, representing an increase of 27.8% and 25.8% respectively over 2021 levels.7  

Even prior to the heightened risk environment due to rising NATO-Russia tensions, NATO budgets 
were already spending to modernise their defence capabilities with unmanned, autonomous jets, 
combat vehicles and cyber defence solutions.   

The global defence market is expected to grow at a CAGR of 5.6% to an expected size of $718.12 
billion by 2027.8 It is likely that these growth rates will accelerate even further to reflect escalated 
risks associated with the Russia-Ukraine conflict. Similarly, the global cyber security market is 
projected to grow at a CAGR of 8.9% from 2023–2027. The rise of data breaches and increasing 
sophistication of cyberattacks poses a global security threat, driving increased adoption of cloud-
based cybersecurity solutions.9    

At the Wales Summit in 2014, NATO allied pledged to invest more on defence, targeting 2% of GDP 
by 2024.10 As a result, over the last three years, European Allies and Canada have spent almost $46 
billion USD more on defence.   

 
7 NATO.int, 14 December 2022. 
8 Business Research Company, January 2023, https://www.thebusinessresearchcompany.com/report/defense-global-market-report 
9 MarketsandMarkets, 2022, https://www.marketsandmarkets.com/Market-Reports/cyber-security-market-505.html 
10 NATO,int, May 10, 2022. 



 

     

 
10 

 
Source: NATO 

Companies with exposure to NATO and NATO+ ally spending stand to benefit from increased 
defence spending goals, the importance of which has been further reinforced by rising geopolitical 
tensions associated with the Russian-Ukraine conflict.  

As cyber-attacks have become more common, sophisticated and damaging, cyber defence has also 
become a rising spending priority for NATO, as it now recognises cyberspace as an “operational 
domain,” in addition to land, sea, and air.   

Our Index Approach 

The EQM Future of Defence Index (NATONTR), is designed to provide defence exposure by 
investing in global companies generating revenues from NATO and non-NATO ally defence and 
cyber defence spending. Using a passive, rules-based approach, companies must derive more than 
50% of their revenues from the manufacturing and development of military aircraft and/or defence 
equipment, such as: military armoured vehicles & tanks, weapon systems and missiles, munitions 
and accessories, electronics & mission systems, and naval ships; or have business operations in 
cyber security, contracted with a NATO+ member country.   
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The initial investable universe consists of global equities trading on a major global exchange 
headquartered in NATO+ countries, which include NATO member countries and select major non-
NATO allies. Constituents must be at least $1 billion USD in market capitalisation, with a minimum 
free float of at least 20% and a 3-month average daily traded value (ADTV) of at least $1 million USD.   

The maximum country weight is 60% in aggregate in order to allow for more European-focused 
NATO defence exposure. Components must comply with United Nation Global Compact (UNGC) 
principles and Organisation for Economic Cooperation (OECD) Guidelines for Multinational 
Enterprises as determined by EQM through a review process of publicly available data provided by 
the company in regulatory filings (such as Annual Reports, 10-Ks, 10-Qs, 20-Fs, 8-Ks), and quarterly 
earnings reports. 

Index components are weighted according to the free-float market capitalisation with a maximum 
weight of 5% per component and a minimum position size of 20 bps at each quarterly rebalance.   

How does this approach compare to other index products available in the marketplace? The Index is 
licensed as a UCITS ETF by HANetf and will be the first purely defence focused UCITS ETF product 
available in Europe. Its launch is timely in that regard, giving investors exposure to companies 
benefiting from increased defence and cyber defence spending.   

NATO member defence budgets were already increasing to 2% of GDP by 2024, with only 9 out of 30 
NATO members already in compliance. Defence and cyber defence spending was also rising due to 
the need for modernisation trends such as unmanned aircraft and vehicles, and hybrid human-
machine solutions. But the Russian-Ukraine war and Russian threats of a nuclear option, has further 
necessitated and accelerated these spending increases to over 25% year-over-year.     

  

https://www.hanetf.com/
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While there are many UCITS ETFs with Cyber Defence exposure, there are none that also include 
Traditional or Future of Defence exposure.   

Provider  
Fund 

Size in 
Millions 

EUR 

TER 
in 
% 

Fund 
Domicile 

Replication 
Method 

L&G Cyber Security UCITS ETF 
 

2,049 0.69% 
p.a. 

Ireland Full replication 

iShares Digital Security UCITS ETF USD 
(Acc) 

 
1,369 0.40% 

p.a. 
Ireland Optimised sampling 

First Trust Nasdaq Cybersecurity 
UCITS ETF Acc 

 
420 0.60% 

p.a. 
Ireland Full replication 

iShares Digital Security UCITS ETF USD 
(Dist) 

 
110 0.40% 

p.a. 
Ireland Optimised sampling 

Rize Cybersecurity and Data Privacy 
UCITS ETF 

 
94 0.45% 

p.a. 
Ireland Full replication 

WisdomTree Cybersecurity UCITS ETF 
USD Acc 

 
68 0.45% 

p.a. 
Ireland Full replication 

Global X Cybersecurity UCITS ETF USD 
Accumulating 

 
18 0.50% 

p.a. 
Ireland Full replication 

L&G Emerging Cyber Security ESG 
Exclusions UCITS ETF USD 
Accumulating 

 
4 0.49% 

p.a. 
Ireland Full replication 

Source: JustETF.com, as of 23 January 2023. 
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As exhibited in the following backtested performance results, the Index favourably compares to 
Global Defence and Aerospace, core European and global benchmarks, with the cyber defence 
exposure helping with diversification and improving returns. As of the index’s inception on 30 January 
2023, cyber defence companies make up 36% of the index, while defence companies comprise in 
aggregate 64%.  

 

Source: EQM Indexes 
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Conclusion 

Historically, the defence sector has been responsible for many ground-breaking technological 
advances, from the internet to computers to drones and GPS. Western nations have invested heavily 
in research and development to modernise their defence capabilities and that spending has increased 
further due to heighted risk concerns. 

• The NATO civil and military defence budgets increased 27.8% and 25.8% respectively 
over 2022 levels. 

• Defence and cyber defence companies exposed to NATO+ spending were already 
seeing increased spending related to modernisation and the 2% of GDP NATO mandate.   

• The future of defence will increasingly include technology and cyber defence solutions, 
which together are expected to grow at a combined compound annual growth rate 
(CAGR) of 7% through 2027.   

• EQM’s Future of Defence Index, and the UCITS ETF that tracks it, is designed to provide 
unique, future-proof exposure to defence and cyber defence spending growth.  
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ABOUT US 

EQM INDEXES LLC. 
EQM Indexes LLC is a woman-owned firm dedicated to creating and supporting innovative indexes 
that track growth industries and emerging investment themes. Co-founded by Jane Edmondson, a 
former Institutional Portfolio Manager with more than 30+ years in the investment industry, our index 
design expertise spans a wide range of asset classes and financial instruments. 

We partner with issuers and work jointly with other index firms to provide benchmarks for Exchange 
Traded Products (ETPs) such as Exchange Traded Funds (ETFs), Exchange Traded Notes (ETNs), 
and other similar products. EQM Indexes LLC also assists firms on a fee basis to design and 
implement their index ideas. 

EQM Indexes does not offer investment advice, nor offer the sale of securities. 

LICENSING INFORMATION 

EQM Indexes LLC licenses its indexes to firms involved in the issuance of Exchange Traded 
Products (ETPs). If you are interested in licensing an index from EQM Indexes LLC or have an idea 
for a new index product, contact us at info@eqmindexes.com. 
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IMPORTANT DISCLOSURES 
EQM Indexes, LLC (“EQM Indexes”) is a woman-owned firm dedicated to creating and supporting indexes 
that track growth industries and emerging investment themes. Co-founded by Jane Edmondson, a former 
Institutional Portfolio Manager with more than 30 years of investment industry experience, EQM Indexes’ 
index designs spans a wide range of asset classes and financial instruments. EQM Indexes does not provide 
investment advice, nor offer the sale of securities, but does partner and receive compensation in connection 
with licensing its indices to third parties to serve as benchmarks for Exchange Traded Products (“ETPs”) 
such as Exchange Traded Funds (“ETFs”), Exchange Traded Notes (“ETNs”), and other similar products. All 
information provided by EQM Indexes is impersonal and not tailored to the needs of any person, entity, or 
group of persons. 

The EQM Future of Defence Index (NATONTR) is an index designed to provide defence exposure by investing 
in global companies generating revenues from NATO and non-NATO ally defence and cyber defence 
spending. Using a passive, rules-based approach, companies must derive more than 50% of their revenues 
from the manufacturing and development of military aircraft and/or defence equipment or have business 
operations in cyber security, contracted with a NATO+ member country. 

It is not possible to invest directly in an index. Exposure to an asset class represented by an index is 
available through investable instruments based on that index. EQM Indexes does not sponsor, endorse, sell, 
promote or manage any investment fund or other investment vehicle that is offered by third parties and that 
seeks to provide an investment return based on the performance of any index. EQM Indexes makes no 
assurance that investment products based on the Index will accurately track index performance or provide 
positive investment returns. EQM Indexes is not an investment advisor and makes no representation 
regarding the advisability of investing in any such investment fund or other investment vehicle. A decision to 
invest in any such investment fund or other investment vehicle should not be made in reliance on any of the 
statements set forth in this article. Prospective investors are advised to make an investment in any such 
fund or other vehicle only after carefully considering the risks associated with investing in such funds, as 
detailed in an offering memorandum or similar document that is prepared by or on behalf of the issuer of the 
investment fund or other vehicle. Inclusion of a security within an index is not a recommendation by EQM 
Indexes to buy, sell, or hold such security, nor is it considered to be investment advice. 

The materials presented in this article (“Content”) have been prepared solely for informational purposes 
based upon information generally available to the public from sources believed to be reliable. EQM Indexes 
does not guarantee the accuracy, completeness, timeliness, or availability of the Content. EQM Indexes is 
not responsible for any errors or omissions, regardless of the cause, for the results obtained from the use of 
the Content. THE CONTENT IS PROVIDED ON AN “AS IS” BASIS. EQM CAPITAL DISCLAIMS ANY AND ALL 
EXPRESS OR IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, ANY WARRANTIES OF 
MERCHANTABILITY OR FITNESS FOR A PARTICULAR PURPOSE OR USE. 

EQM Indexes does not assume any obligation to update the Content following publication in any form 
or format. The Content should not be relied on and is not a substitute for the skill, judgment and 
experience of the visitor when making investment and other business decisions. EQM Indexes does 
not act as a fiduciary or an investment advisor. While EQM Indexes has obtained information from 
sources believed to be reliable, EQM Indexes does not perform an audit or undertake any duty of due 
diligence or independent verification of any information it receives. 

  



 

     

 
17 

BACKTESTED PERFORMANCE 
Values between December 1, 2017, and January 27, 2023, have been calculated pursuant to a backtested 
methodology. The inception date for the EQM Future of Defence (NATONTR) was January 30, 2023.  
Backtested performance is hypothetical and is provided only for informational purposes to indicate historical 
performance had the index been available over the relevant time period.  Investors have requested this 
information from the index provider as a means to follow the index's hypothetical performance on a 
historical basis.   

The Bloomberg World Aerospace/Defense Index is a capitalization-weighted index of the leading 
aerospace/defense stocks in the World, a subset of the Bloomberg World Index. 

The EURO STOXX 50 Index, Europe's leading blue-chip index for the Eurozone, provides a blue-chip 
representation of supersector leaders in the region. The index covers 50 stocks from 11 Eurozone countries. 

The MSCI World Net Total Return Index denominated in USD. This index covers approximately 85% of the 
free float-adjusted market capitalization across the World Developed Markets equity universe (large and mid 
cap). 
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DEFINITIONS11 
North Atlantic Treaty Organisation (NATO) - Formed in 1949 with the signing of the Washington Treaty, NATO is a 
security alliance of 30 countries from North America and Europe. NATO's fundamental goal is to safeguard the Allies' 
freedom and security by political and military means. It is also called the North Atlantic Alliance.  

CAGR – Compound annual growth rate, is the annualised average rate of revenue growth between two given years, 
assuming growth takes place at an exponentially compounded rate. 

Major Non-NATO Ally (MNNA) - Status is a designation under US law that provides foreign partners with certain 
benefits in the areas of defence trade and security cooperation. The Major Non-NATO Ally designation is a powerful 
symbol of the close relationship the United States shares with those countries and demonstrates our deep respect for 
the friendship for the countries to which it is extended. While MNNA status provides military and economic privileges, 
it does not entail any security commitments to the designated country. 

European Defence Agency (EDA) - Supports its 26 member states in improving their defence capabilities through 
European cooperation. Acting as an enabler and facilitator for Ministries of Defence willing to engage in collaborative, 
capability projects, the Agency has become the “hub” for European defence cooperation with expertise and networks 
allowing it to cover the whole spectrum of defence capabilities. 

Augmented Reality (AR) - an interactive experience that combines the real world and computer-generated content. 
The content can span multiple sensory modalities, including visual, auditory, haptic, somatosensory and olfactory. 

Artificial Intelligence (AI) - intelligence—perceiving, synthesising, and inferring information—demonstrated by 
machines, as opposed to intelligence displayed by humans and non-human animals. Example tasks in which this is 
done include speech recognition, computer vision, translation between (natural) languages, as well as other mappings 
of inputs. 

Machine Learning - Machine learning is a branch of artificial intelligence (AI) and computer science that focuses on 
the use of data and algorithms to imitate the way that humans learn, gradually improving its accuracy. 

Unmanned Systems - An Unmanned System or Vehicle can be defined as an electro-mechanical system, with no 
human operator aboard, that is able to exert its power to perform designed missions.  

GPS – The global positioning system is a satellite-based radio navigation system owned by the United States 
government and operated by the United States Space Force. 

United National Global Compact (UNGC) - A voluntary initiative based on CEO commitments to implement 
universal sustainability principles and to take steps to support UN goals. Its Ten Principles are derived from the 
Universal Declaration of Human Rights, the International Labour Organisation’s Declaration on Fundamental 
Principles and Rights at Work, the Rio Declaration on Environment and Development, and the United Nations 
Convention Against Corruption.  

Organisation for Economic Co-operation and Development (OECD) - The G20/OECD Principles of Corporate 
Governance are the international standard for corporate governance. The principles help policy makers evaluate and 
improve the legal, regulatory and institutional frameworks for corporate governance, with a view to supporting 
economic efficiency, sustainable growth and financial stability. 

 

 
11 Sources: NATO, Gartner, US State Department, European Defence Agency, Wikipedia, IBM, National Institute of Standards and Technology Special 
Publication, UNGC, and OECD. 
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